
 

Дисципліна Вибіркова дисципліна 6.2 

«Інформаційно-психологічна безпека» 

Рівень BO бакалавр 

Назва спеціальності/освітньо-

професійної програми 

251 Державна безпека 

Форма навчання денна 

Курс, семестр, протяжність 3 курс, 6 семестр, протягом семестру 

Семестровий контроль залік 

Обсяг годин (всього: з них 

лекції/практичні) 

Всього 150 годин: з них лекції-26, 

практичні 28 годин 

Мова викладання українська 

Кафедра, яка забезпечує викладання  Кафедра державної безпеки 

Автор дисципліни Майко Тетяна Степанівна кандидат 

політичних наук, старший викладач 

Короткий опис 

Вимоги до початку вивчення Базові знання з безпекознавства 

Що буде вивчатися Цей курс у доступній формі пояснює 

проблему інформаційно-

психологічного впливу та 

інформаційно-психологічної безпеки  

Чому це цікаво/треба вивчати Курс допоможе краще розібратися у 

інформаційних війнах, спеціальних 

інформаційних операціях, акціях 

інформаційної агресії та шляхах 

протидії цьому впливу; зрозуміти, 

особливості технологій і механізмів 

впливу в сучасній політиці; роль 

засобів масової інформації та 

неурядових організацій на 

формування свідомості особистостей. 

Чому можна навчитися (результати 

навчання) 

• отримаєте систему знань щодо 

забезпечення інформаційної безпеки 

держави, суспільства та особистості; 

• здобудете практичні навички 

виявлення ознак інформаційно-

психологічного впливу;  

• зможете розібратися у технологіях 

маніпулювання свідомістю та 

механізмах їх реалізації. 

 вміти аргументовано оцінювати 

джерела загроз інформаційний 

безпеці особи та суспільства  



 використання набутих знань при 

виявлення інформаційно-

психологічного впливу, 

прогнозування розвитку соціально-

політичних процесів в контексті 

інформаційних операцій та воєн 

Як можна користуватися набутими 

знаннями і уміннями 

(компетентності) 

Загальні компетентності (ЗК) 

 Здатність реалізувати свої права і обов’язки як 

члена суспільства, усвідомлювати цінності 

громадянського (вільного демократичного) 

суспільства та необхідність його сталого 

розвитку, верховенства права, прав і свобод 

людини і громадянина в Україні. 

 Здатність до абстрактного мислення, аналізу 

та синтезу.  

 Здатність застосовувати знання у практичних 

ситуаціях.  

 Знання та розуміння предметної області та 

розуміння професійної діяльності.  

 Здатність до пошуку, оброблення та аналізу 

інформації з різних джерел.  

 Вміння виявляти, ставити та вирішувати 

проблеми.  

 Здатність мотивувати людей та рухатися до 

спільної мети  

 Здатність діяти соціально відповідально та 

свідомо. 

Фахові компетентності (ФК) 

 Здатність моніторити розвиток загроз, 

оцінювати їх можливі наслідки, давати 

експертизу рішень,   що приймається з точки 

зору безпеки. 

 Здатність застосовувати правові засади 

функціонування держави і основи 

законодавства України, що стосуються 

повноважень держави, прав людини для 

забезпечення національної безпеки України, 

безпеки державного кордону, збройної 

боротьби та захисту демократичних 

цінностей.   

 Здатність ефективно працювати із засобами 

масової інформації. 

 Здатність забезпечити безпечне середовище у 

сфері інформаційної безпеки. 

 

Інформаційне забезпечення  

Web-посилання на (опис 

дисципліни) силабус навчальної 

дисципліни на вебсайті факультету 

(інституту) 

 

 

Здійснити вибір   

«ПС-Журнал успішності-Web» 

http://194.44.187.20/cgi-bin/classman.cgi


 


